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Abstract
Safety applications provided by Vehicular Ad Hoc Network is very crucial. The vehicles in the road form a network enabling the passengers with
infotainment and security. Emergency messages can be disseminated in the VANET scenario for securing the lives of people by avoiding the
situations like chain collisions. The main aim of such messages is to provide safety. So these messages should be genuine one and propagated to
all the vehicles in the scenario without any delay. In this paper, clustering technique is used along with the trust relationship to disseminate
emergency messages in the network to secure the vehicles from hazardous conditions.

Author Keywords
Chain Collision, Cluster, Emergency Messaging, Intruder, Trust

ISSN Print: 0976-6367 ISSN Online:  0976-6375
Source Type:  Journals Document Type:  Journal Article
Publication Language:  English DOI: 
Abbreviated Journal Title:  IJCET Access Type:  Open Access
Publisher Name:  IAEME Publication Resource Licence:  CC BY-NC
Major Subject: Physical Sciences Subject Area classification:  Computer Science
Subject area:  Computer Networks and Communications Source: SCOPEDATABASE

Powered by TCPDF (www.tcpdf.org)

Scope Database                                                    www.sdbindex.com Email:info@sdbindex.com

http://www.tcpdf.org

